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What will this technical track session not teach you?
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What is Penetration Testing?

“Penetration testing is security testing in which assessors mimic real-world attacks to identify methods for circumventing the security features of an application, system, or network.”

- NIST SP 800-115
Why Do Penetration Testing?

“The intent of a penetration test is to simulate a real-world attack situation with a goal of identifying how far an attacker would be able to penetrate into an environment.”

- PCI DSS v3.0
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Penetration Testing Execution Standard (PTES)

1. Pre-Engagement Interactions
2. Intelligence Gathering
3. Threat Modeling
4. Vulnerability Analysis
5. Exploitation
6. Post Exploitation
7. Reporting
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Tools of the Trade
Penetration Testing Execution Standard (PTES)
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Payment Card Industry Data Security Standard (PCI DSS)
Requirement 11.3: Implement a methodology for penetration testing

- Includes testing from both inside and outside the network
  - Includes review and consideration of threats and vulnerabilities experienced in the last 12 months

- Includes coverage for the entire CDE perimeter and critical systems
  - Specifies retention of penetration testing results and remediation activities results.

- Defines application-layer penetration tests to include, at a minimum, the vulnerabilities listed in Requirement 6.5
  - Is based on industry-accepted penetration testing approaches (for example, NIST SP800-115)

- Includes testing to validate any segmentation and scope-reduction

- Defines network-layer penetration tests to include components that support network functions as well as operating systems
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Policies and Procedures

Policy

A policy typically described as a set of procedures to achieve goals. The term is often used in a technical sense to describe a procedure that is formally recognized and enforced.

Whereas a policy describes the protocols that contain the rules.
Hack yourself...

...before the attackers do!